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FDP SCHEDULE 

Sl.No Name of the 

Resource Person 

Date of 

session 

Time Slot Topic to be 

discussed 

 Inaugural 

function   

24-07-2023 9.00 am -10.30am  

1 Prof. P. V. 

Lakshmi 

24-07-2023 

Forenoon 

11.15 am -12.30 pm Basics of Cyber 

security, 

importance, and 

applications 

2 Prof. D. Lalitha 

Bhaskari 

24-07-2023 

Afternoon 

1.30Pm – 3.30 PM Threat Modelling 

3 Bhushana 

Samyuel Neelam 

25-07-2023 10.00 AM-5.00 PM Foot printing & 

Reconnaissance  

Network scanning 

Enumeration 

4 Prof. V. Naga 

Lakshmi 

26-07-2023 

Forenoon 

10.00 AM- 12.00pm Cross chain 

transactions in 

block chain and 

attack detection 

5 Dr. Rukma 

Rekha 

26-07-2023 

Afternoon 

1.30 PM – 3.30pm Role of Block Chain 

in Cyber security 

6 Prof.I.S.Pallavi 27-07-2023 

Forenoon 

10.00 AM- 12.00pm Cyber security laws 

and ethics 

7 Prof.S.Rajani 27-07-2023 

Afternoon 

1.30 PM – 3.30pm Stress Management 

8 Prof. Prapoorna 

Roja 

28-07-2023 

Forenoon 

10.00 AM- 12.00pm Network forensics 

and tools with 

evidence, graphs 

and AHP 

 

Introduction:  

The 5-Day Faculty Development Programme (FDP) on Cyber Security and Digital Forensics: 

Challenges and Trends took place from July 24 to 28, 2023, at Gayatri Vidya Parishad 

College for Degree and PG Courses (A), Visakhapatnam. Organized by the Department 

of Computer Science and Engineering, the FDP aimed to equip faculty members, 

industry professionals, and researchers with essential skills in cyber security and 

digital forensics, addressing the latest trends, challenges, and tools in the field. 
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About the Programme:  

The FDP emphasized the critical need for heightened cybersecurity awareness and 

preparedness. With the rapid evolution of internet technologies and the complexity of 

cyber threats, this programme provided a timely, intensive curriculum to build 

foundational knowledge and hands-on experience in cyber defense. Key areas included 

understanding adversarial techniques, network infrastructure protection, digital 

forensics, and tools for cyber investigation. 

 
Objectives of the FDP: 

1. Introduce participants to the fundamentals of cybersecurity, promoting a 

solution-oriented approach to research. 

2. Enhance knowledge of digital forensics, including internet, social media, and 

IoT forensics. 

3. Provide hands-on training on advanced cybersecurity tools and techniques, 

enabling practical applications in both academic and industry contexts. 

 
Programme Content and Structure:  

The FDP featured sessions led by distinguished academics and industry experts, 

covering topics from cyber forensics, ethical hacking, and forensics tools to the practical 

applications of cybersecurity measures. The format combined expert lectures with 

practical, hands-on exercises, ensuring participants could apply the concepts and tools 

introduced. 

 
 
Outcomes of the FDP: Participants gained: 

• Hands-on experience with tools in cybersecurity and digital forensics. 

• Insights into emerging research areas in cyber forensics, including ethical 

hacking practices. 

• Job-ready skills discussed by industry experts, emphasizing practical knowledge 

for teaching and professional applications in cybersecurity. 
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Resource Persons: The FDP was conducted by a team of experts, including: 

• Prof. D. Lalitha Bhaskari (Andhra University) 

• Prof. P. V. Lakshmi (GITAM University) 

• Dr. N. Rukma Rekha (University of Hyderabad) 

• Bhushana Samyuel Neelam (AlphaAppleton Innovations) 

• Prof. V. Naga Lakshmi (GITAM University) 

• Prof.I.S.Pallavi (GVPCDPGC(A)) 

• Prof. Prapoorna Roja (GVPCOE) 

Registration and Participation:  

The FDP was open to teachers from various institutions and industry professionals 

working in cybersecurity-related fields, with a registration fee of INR 1000 for faculty 

and scholars, and INR 2000 for industry participants. The program attracted educators 

seeking to update their curriculum with cybersecurity knowledge and practitioners 

aiming to deepen their expertise. 

 
Prof. D. Lalitha Bhaskari, giving insights regarding security and threats 
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Prof. P.V. Lakshmi explaining about cyber security and cyber forensics 

 

 
Dr. N. Rukma Rekha discussing about Role of Block Chain in Cyber security 
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Bhushana Samyuel Neelam from AlphaAppleton Innovations discussed about Foot 

printing & Reconnaissance Network scanning Enumeration and gave Hands-on 
experience with tools in cybersecurity and digital forensics  

 

 
Prof. V. Naga Lakshmi (GITAM University) gave insights on security Cross chain 

transactions in block chain and attack detection 
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Prof. I. S. Pallavi explained about cyber threats, ethics and laws 

 
 

Conclusion:  

The Faculty Development Programme on Cyber Security and Digital Forensics effectively 

provided participants with crucial insights and hands-on experience in cybersecurity, 

addressing real-world challenges and preparing them to impart practical, industry-

aligned cybersecurity education. The success of the program reflects the increasing 

demand for knowledge in cybersecurity and the commitment of Gayatri Vidya 

Parishad College to advancing professional development in this essential field. 
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